**Доверять или проверять ребенка, пользующегося сетью Интернет? Защита детей от угрозы Интернета.**

Сегодня Интернет для большинства людей стал жизненной необходимостью, и представить современного молодого человека не умеющего пользоваться этой паутиной просто невозможно. Особенно быстро привыкают к Интернету дети, они чувствуют себя в новой среде комфортно и изолировать их от компьютера порой становится равносильной насилию. Согласно данным статистики, около 50% детей посещают сайты в сети без всякого родительского контроля. Многие родители считают, что контролировать за детьми не нужно, лучше их воспитать такими, чтобы можно было в дальнейшем полностью им доверять. Да и постоянно стоять за плечом ребенка, пока он сидит за компьютером как-то непедагогично.

Однозначно ответить на вопрос, доверять или проверять ребенка, посещающего сайты в Интернете невозможно. Ведь каждый ребенок индивидуален и кому, как не самим родителям не знать, готов их ребенок пользоваться Интернетом или нет. Сегодня во многих семьях дети начинают сидеть за компьютером чуть ли не с 3-х летнего возраста. Сначала они увлекаются игрушками, а затем общаются с друзьями и посещают разные сайты в Интернете. Одному ребенку достаточно бывает строгого слова родителей, чтобы он вел себя правильно в контексте Интернет - безопасности, а другой может сломать все системы защиты, установленные родителями и продолжать посещать запрещенные сайты. Такой ребенок может стать главным объектом для мошенников, которые могут оскорблять и запугивать его, заставляя совершать противоправные действия.

Прежде чем задуматься над тем, что сделать, чтобы обеспечить безопасность ребенка в Интернете, надо четко знать какие угрозы встречаются чаще всего.

Вот от каких опасностей надо оградить ребенка, посещающего сайты в Интернете:

- от доступа к информации о насилии, порнографии, наркотиках, пропаганды фашисткой и сектантских идеологий, национализма.

 - от контактов и общения с людьми, которые используют детей для осуществления своих преступных намерений, в том числе с педофилами и квартирными ворами.

 - от заказа ребенком неконтролируемых покупок в Интернет-магазинах.

 - от заражения персонального компьютера вирусами, в том числе от использования ребенка хакерами для распространения троянских вирусов.

В связи с тем, что существуют реальные угрозы безопасности ребенка при посещении Интернета, рекомендуем придерживаться следующих рекомендаций:

1. Если ваш ребенок еще дошкольного возраста, то он посещает Интернет только с целью найти детский сайт или интересную игру. В этом возрасте посещать сайты в Интернете ребенок должен обязательно только в присутствии родителей. Уже в этом возрасте объясните ребенку, что общение в Интернете не является реальной жизнью, что это только своего рода игра. Надо учить дошкольника делиться своими успехами и неудачами в деле освоения Интернета с родителями.

2. Дети в возрасте 7-9 лет уже пытаются посетить те или иные сайты, посещать которые родители запрещают. Им интересно, что они могут себе позволить без разрешения родителей. Сидеть постоянно с ребенком за компьютером и следить за посещением Интернета в этом возрасте просто невозможно. Да этого и не надо делать, чтобы избежать конфликта с ребенком. Именно в этом возрасте ребенку очень важно чувствовать авторитет отца или матери, который расскажет ему правила посещения Интернета. Ребенок в этом возрасте должен знать, что ему необходимо соблюдать время нахождения за компьютером и не нарушать правила посещения Интернета, которыми ознакомили его родители. Однако доверять ребенку и оставлять его пребывание за компьютером без всякого внимания родителей не стоит. Для безопасности ребенка установите на компьютер такие программы защиты, как родительский контроль, спам-фильтр и антивирус. В этом возрасте у ребенка не должно быть собственного электронного ящика, пусть он пользуется общим семейным электронным адресом. Чаще беседуйте с ребенком об его друзьях в Интернете, расскажите ему о том, что существуют сайты для взрослых, а также страницы с порнографией и искажением информации. Ребенок должен знать, что не все, что можно увидеть или прочесть в Интернете правдиво, поэтому надо постоянно советоваться с родителями. Объясните ребенку, что нельзя в Интернете выдавать информацию, касающейся личных данных семьи, времени нахождения ее членов, места работы родителей и т.д. Научите его регистрироваться, используя имя, не содержащее никаких личных данных.

3. Контролировать детей 10-15 лет родителям уже очень сложно, ведь они в этом возрасте часто знают больше самих родителей. Однако именно этот возраст самый опасный для детей, посещающих сети Интернет. Мальчики в этом возрасте жаждут посмотреть картинки "для взрослых", играть в азартные игры и читать грубый юмор, а девочки предпочитают знакомиться с парнями и подолгу общаются, в результате могут стать жертвой сексуального домогательства. Родители подростка должны четко знать, какими чатами пользуется их ребенок, с кем дружит и в какие игры играет. Строго регламентируйте время провождения за компьютером, контролируйте соблюдение правил пользования сетью Интернет с помощью системы родительского контроля, используйте средства блокирования нежелательного континента. Обсудите с ребенком влияние сетевых азартных игр на психику и возможные риски, ознакомьте с сайтами, полезными для подростков и укажите на негативное влияние компьютера на здоровье людей, а порнографии на его половое воспитание. Подросток должен иметь правильное отношение к возможностям Интернета, понимать степень опасности и соблюдать правила общения и пользования социальными сетями. И только в этом случае, можно спокойно спать родителям, оставляя подростка вечером сидеть за компьютером.

Если вы не уверены в своем ребенке, то вместо того, чтобы спать или заниматься своими делами, посидите сами рядом с ним и тогда можно быть уверенным в безопасности вашего подростка.
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